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THE DEBATE ON INFORMATION PRIVACY: PART 2 

This is the second of two reports on existing and pending "in­
formation privacy" legislation in the U.S. The legislation includes 
the Privacy Act of 1974, which took effect on September 27, 1975, 
and which applies to agencies of the federal government. Also, at 
least six states have enacted specific privacy legislation. H.R. 
1984, under consideration by Congress, would extend privacy 
regulations to state and local government units and to all other 
types of organizations. In addition, many state and local govern­
ments are drafting privacy regulations. So privacy regulations are 
coming-and they will affect many data processing functions. In 
these two reports, we are considering key issues and controversies 
in privacy legislation, particularly those that affect the data proc­
essing function. Last month, we discussed the changes that will be 
needed in collecting and maintaining personal information on in­
dividuals. In this report, we describe how the handling of personal 
information will be changed. 

Wat effect will the new privacy legislation 
have on the operations of organizations covered 
by that legislation? In one sense, it is too early to 
say. The Privacy Act of 1974 became effective 
only at the end of September, so that federal 
agencies are really still in a period of conversion 
to comply with the Act. 

But in another sense, there is some experience 
that is relevant to the question. This is the expe­
rience of organizations subject to earlier privacy 
legislation. It is true that the Privacy Act of 197 4 
and the proposed H.R. 1984 are much more 
sweeping in. their coverage and impact than the 
previous legislation. But still, the experiences un­
der prior legislation are of interest. 

We will discuss briefly the experiences of the 
U.S. Social Security Administration and of Credit 
Bureaus, Inc., of Atlanta, Georgia. This material 

was presented at the "Privacy Mandate" Confer­
ence, held in April 1975 and co-sponsored by the 
U.S. National Bureau of Standards and the Mitre 
Corporation. A summary of the conference re­
sults will be found in Reference 4. 

Social Security Administration 

The U.S. Social Security Act was passed in Au­
gust 1935. It required the federal government to 
collect and maintain personal information about 
individuals to a degree that U.S. citizens were 
unaccustomed to at that time. So, from the very 
outset of the Act, there were strong fears that the 
information would be used in ways that would af­
fect civil liberties. 

One measure of the potential for harm is the 
number of people on whom social security 
records are maintained. Initially, less than 20 mil-
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lion people were covered. Now the files contain 
over 230 million records on individuals (150 mil­
lion of whom are still living) and some 20 million 
employers. Social security now covers more than 
just payments to retired persons. It also covers 
payments to spouses of retired persons, children, 
disabled persons, Medicare benefits, and supple­
mental security income benefits. So the files con­
tain information about a very large percentage of 
all people living in the U.S. 

Even in the early days of this new Act, though, 
fears were expressed about how the information 
might be used. Since the collection of the per­
sonal information was vital to the administration 
of the Act, the Social Security Board issued a pub­
lic pledge in November, 1936 which later (in 
June, 1937) became the famous Regulation 1 of 
the Social Security Administration. 

Regulation 1 said, in effect, that the personal 
information collected under the Act would be re­
garded as confidential. It would be disclosed only 
to those who have a legitimate interest in the ad­
ministration of the Social Security Act, and to the 
individual (or business) to whom it pertained. 
Further, anyone connected with the adminis­
tration of the Act would respectfully decline to 
furnish any information forbidden to be disclosed 
by Regulation 1, in response to a subpoena or 
otherwise. 

It would appear from the early fears and from 
Regulation 1 that the social security records have 
a wealth of personal information about individ­
uals. Such is not the case. Only three main types 
of information are collected and maintained. One 
is identification information in sufficient detail to 
conclusively establish the identity of a person. 
Recognizing that between 2000 and 3000 persons 
can have exactly the same name, it is clear that 
other types of identifying information are needed. 
Another type if the annual contributions of the 
employee. Finally, the most recent report of earn­
ings includes the employer identification and 
hence the recent whereabouts of the person. 
(Other types of information would be required, of 
course, for persons receiving benefits.) 

Even with this rather limited amount of per­
sonal information, the Social Security Adminis­
tration gets many requests and pressures to 
release information that fall outside of Regulation 
1. One type of request, of course, is for the pur­
pose of locating persons: missing persons, persons 
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suspected of crimes, persons wanted in con­
nection with lawsuits, absconding debtors, etc. In 
some cases, the purposes are humanitarian: per­
sons who are missing heirs, or close relatives of 
very sick persons. (In humanitarian cases, the ad­
ministrators do not disclose the locations but will 
forward letters via the last known employer.) An­
other type of request is from business: what are 
the wage patterns of competitors, or how many 
employees does a particular firm have? Some 
requests are from political organizations, for po­
litical purposes. And during World War II, an­
other agency of the federal government wanted 
the Social Security Administration to give it a list 
of all persons with specified foreign backgrounds. 
There was even one rather recent case where a 
function within the Social Security Adminis­
tration itself wanted information from the records 
of SSA employees, but where the purpose had 
nothing to do with the administration of the Act. 
The people in charge of the records are proud of 
the fact that, to a very great extent, they have 
been able to deny such requests and pressures. 
They have tried to conscientiously enforce Regu­
lation 1. 

However, Congress has enacted other legisla­
tion that has eroded some of the privacy aspects 
of Regulation 1. Social Security record informa­
tion may now be released in cases where national 
security and the safety of the President are in­
volved, as determined by the FBI and the Secret 
Service. It may also be released in cases involving 
federal income tax laws, as determined by the 
IRS. It may also be released in certain cases in­
volving aliens illegally residing in the U.S., for the 
purpose of impos1ng penalties on employers who 
hire such aliens. And it may be released in certain 
cases involving deserting parents having children 
on public assistance. Also, the Pension Reform 
Act of 1973 requires that pension fund adminis­
trators notify members periodically about their 
pension rights. These admiristrators feel that they 
need social security information in order to an­
swer such questions completely, and they are re­
questing such information. It has been pointed 
out that there are some dangers in releasing social 
security information for this purpose. For in­
stance, some unions might impose sanctions on 
members whose records show employment for 
nonunion employers. 

We understand that the Secretary of the De-
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partment of Health, Education, and Welfare, un­
der which the Social Security Administration 
operates, has instituted a further policy on dis­
closure of the information. Should any federal 
agency have a need to know social security infor­
mation for a new purpose, the executive of the re­
questing agency must sign a form saying that he 
recognizes that he is performing a possible viola­
tion of the law. This is perhaps the ultimate in as­
suring a legitimate "need to know." We suspect 
that it will result in a curtailment of transfers of 
social security information to other agencies. 
(Note that confidentiality does not apply to statis­
tical or other information not relating to any par­
ticular person.) 

Thus the Social Security Administration has 
operated under strict restraints on the disclosure 
of personal information collected for social secu­
rity purposes. 

Credit Bureaus, Inc. 

Credit Bureaus, Inc., with headquarters in At­
lanta, Georgia, is the second largest credit bureau 
in the U.S. It has computer-based records on some 
24 million people. It has a total of about 1200 ter­
minals, both in customer (usually retailer) estab­
lishments and in-house, and about 30,000 miles of 
data communications lines. 

CBI is a credit bureau only. It collects data 
from credit grantors and then sells that data back 
to the credit grantors. CBI is a subsidiary of Retail 
Credit Inc., an investigative reporting agency, 
but CBI itself does not release information for in­
vestigatory purposes. 

CBI falls under the regulations of the Fair 
Credit Reporting Act of 1970 (FcRA). This Act ad­
dresses the subject of "information privacy" spe­
cifically in the credit industry. Under the Act, if a 
consumer is denied credit due to a report received 
from a credit bureau, the consumer has a right to 
learn the contents of his or her credit record. 
Moreover, if the consumer disputes some of the 
information in the record and the credit bureau is 
unwilling to change the record as the customer 
requests, the consumer may include a statement 
of up to 100 words in the record. 

What has been CBI's experience under the 
FCRA of 1970? Back in 1968, two years before the 
Act, CBI set up a new data retention schedule, 
with a maximum of five years, to reduce storage 
costs and increase relevancy. The FCRA set a max-
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imum of seven years, so CBI met this require­
ment. In 1969, CBI adopted a set of ground rules 
for broadened privacy protection. These included 
the data subject's right to know the contents of his 
record and the purging of outdated information. 
CBI requires that all employees sign an affidavit 
telling the penalties if they improperly disclose 
personal data; the penalties include liabilities for 
damages and immediate dismissal. 

So CBI had taken a number of steps even be­
fore the Act became law. After the Act was law, 
CBI instituted the necessary training program for 
employees, the development of instructional ma­
terial and manuals, and the setting up of logs of 
interviews. During 197 4, for instance, over 
60,000 man-hours were spent in interviews with 
consumers, plus additional time for rechecking 
information. The major cost item resulting from 
the Act was the training of staff members. Oper­
ating costs have increased, due to the interviews 
with consumers and from carrying some 100-
word statements. But these costs have been much 
less than CBI originally expected; less than 1 % of 
the consumers have asked to see their records and 
only a fraction of these have had disputes that 
were not easily settled. 

Goldstein (Reference 6) has pointed out two 
shortcomings of the Act, as far as privacy is con­
cerned. For one thing, the Act only requires that 
consumers get oral summaries of their credit 
records; they cannot get printed copies or even 
examine printed copies. So the consumer may 
wonder if he or she is hearing all of his or her 
record. Another shortcoming is that the consumer 
may not even know about the existence of a credit 
record unless credit (or employment or insurance) 
is denied because of a credit report. The credit 
grantor may deny credit for a claimed other 
reason. 

CBI goes further than the Act requires in that it 
shows the consumer a copy of his or her credit 
record. However, the consumer may not carry 
away a copy because CBI wants credit grantors to 
obtain the latest credit information, and not use 
some previously prepared (and perhaps tampered 
with) report. 

So far, CBI has had no real problem operating 
under the FCRA. However, proposed privacy leg­
islation (such as H.R. 1984) goes quite a bit further 
in its regulation of the collection, maintenance 
and use of personal information than did the 
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FCRA, and thus may impose more of a burden on 
credit bureaus. 

Mechanisms for handling 
personal information 

In our report last month, we discussed require­
ments that are (or are likely to be) imposed on the 
collection and maintenance of personal informa­
tion. We pointed out that a set of data definitions 
will be required, for defining privacy aspects of 
personal data. And we discussed the need for 
making an inventory of the types of personal in­
formation that an organization now has in its files, 
where that information is located, who has access 
to it, and what it is used for. 

In addition, we pointed out the main mecha­
nisms proposed in pending legislation for the han­
dling of personal information. Most of these 
mechanisms are included in the Privacy Act of 
197 4. The mechanisms are: 

HANDLING OF PERSONAL INFORMATION 
1. Published public notices of the existence and the detailed 

characteristics of all files containing personal information. 
2. Records of accesses to personal data records, indicating 

source of request, purpose of use, and which data records 
were accessed. 

3. Constraints upon the transfer of data between files and/ or 
systems, to control the merging/matching of personal in­
formation from multiple files. 

4. Constraints upon the new uses of personal data, requir­
ing that an individual consent to a new use of informa­
tion about him- or herself that has not been previously 
authorized. 

5. Procedures for handling disputes about personal data, be­
tween the data subject and the file owner. 

6. Improvements in data validation and data security. 

We discussed the mechanism of notices of exist­
ence last month. We pick up our discussion with 
rights, records, and reports of access. 

Rights, records, and reports of access 

The privacy legislation that we have seen in­
cludes the provision for the data subject's right of 
access to his or her personal information records 
upon request. Goldstein (Reference 6) says that 
this idea has replaced the idea of mailing individ­
ual notices to data subjects telling them that their 
records are in the files. 

It should be noted that there are three cate­
gories of files of interest here. Active files, which 
are used to produce output documents such as in-
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voices or reports, can be sub-divided into direct 
and secondary types. With the direct files, the 
outputs go to the data subjects themselves-pay­
roll files, billing files, vendor files, customer files, 
etc. Generally, data subjects are aware of records 
about them in such files. 

With secondary files, the outputs do not go to 
the data subjects. Examples are credit bureau files 
and medical information bureau files. Data sub­
jects may not even know such files exist, much less 
know that records about them are in such files. 
Privacy legislation is attempting to make the ex­
istence of such files known to the data subjects and 
to provide the right of access to the data subjects' 
own records. 

Passive files are ones for which there is usually 
no direct output. One example is a correspond­
ence file. If the correspondence contains informa­
tion on personal attributes and activities, the file 
will probably qualify under the regulations. 

This apparently simple right of access may 
prove to be one of the most complex privacy pro­
visions. For instance, how does the organization 
handle the mixture of personal and business data, 
particularly company confidential data? And how 
does the organization handle a request of the 
type, "Which of your files am I in?" This question 
apparently would require one of three solutions: 
(1) searching all files where there was any chance 
of inclusion, (2) setting up one massive personal 
information data base for serving all applications, 
or (3) maintaining an active, indexed inventory of 
all personal information records. Solutions· (2) and 
(3) generally do not exist in organizations today; 
further, they lead to the type of dossier informa­
tion that privacy advocates do not want. 

Another complication is particularly pertinent 
for correspondence files. Suppose that a letter in 
the file gives personal information about a third 
person. Does that third person then have the right 
of access to see the letter? Reference 9 reports an 
interpretation of the Privacy Act of 197 4 which is 
illustrated by an example prepared by the Office 
of Management and Budget. "If Joan Doe's 
record is customarily accessed by her name, Joan 
Doe has a right to access it. However, if Joan 
Doe's record appears in a contract source eval­
uation of her employer, Corporation XYZ, and 
the record is not accessed by her name or identi­
fying particulars, then Joan Doe has no right to 
see or copy the record." 
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Records of access 

Almost equally complex is the subject of record 
of access. The wording of some of the proposed 
legislation implies that all accesses to personal 
data records must be recorded and accounted for 
(including the source of the request and purpose 
of use), and such accountings saved for at least 
five years. If this interpretation is valid, it means 
that every time a file on magnetic tape is proc­
essed, an accounting record must be created for 
each record read-in short, for the whole file. 
Even for files on direct access devices, some legis­
lation would appear to require accounting for all 
maintenance and updating accesses. In Reference 
8a, the point is raised that such accounting may 
even have to include accesses to any contested 
data deemed so bad that the organization decides 
to purge it. 

(As a point of interest, Goldstein, in Reference 
6, proposes the use of 20-character records of ac­
cess which he feels will meet the requirements. 
And Fenwick, in Reference 2 and in a comment to 
us, says that such records of access themselves 
may be classified as personal information records 
and hence subject to the regulations.) 

Gerberick, an author of Reference 3, com­
mented to us on a point that frequently arises in 
connection with records of access. Much of the 
legislation, he says, requires such records of access 
only for non-routine accesses. Hence any prob­
lems should be small in magnitude. 

"Routine use" 

This point of routine versus non-routine ac­
cesses is important. First of all, not all legislation 
allows the exemption of routine accesses, as far as 
a record of access is concerned. But even more 
important, perhaps, is the fact that even the legis­
lation which does allow this exemption does not 
rigorously define "routine." The concept sounds 
so simple that a person might believe (as appar­
ently the drafters of the legislation do) that no rig­
orous definition is needed. Unfortunately, the 
term means different things to different people, 
when applied in the context discussed here. To 
date, the concept of "routine use" is ambiguous in 
the legislation. Both Dr. Willis Ware (Vice Chair­
man of the Federal Privacy Protection Study 
Commission) and Mr. William Fenwick (a lawyer 
who has made an extensive study of privacy legis­
lation) have pointed out to us that problems can 
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occur from this lack of a clear definition. 
For instance, Fenwick says that both civil and 

criminal risk are involved here, due to the ambi­
guity. He thinks that a huge amount of money 
may be spent over the next thirty years or so in 
having the courts work out just what "routine 
use" really means. 

We suspect that unless a rigorous definition of 
routine use is included in privacy legislation, or­
ganizations will be hailed into court by people 
whose interpretations of the term differ from 
those of the organizations. And after a few law­
suits, organizations will decide to take the safe 
course and record all accesses. 

Further, if all accesses must be recorded, and if 
the legislation covers both manual and computer 
files (as in both the Privacy Act of 1974 and R.R. 
1984), this means every time your secretary goes 
to the filing cabinet, a record of that access must 
be made. 

Report of access 

We are only about one-half way through the 
complexities associated with the rights of access­
and we are only touching on major points, at that. 
The next area of complexity is report of access. At 
the very least, as far as some legislation is cur­
rently drafted, whenever a data subject requests 
to see his or her records, he or she must also be 
shown a listing of all accesses made since the last 
previous request. Some other versions of legisla­
tion, if taken literally, would require the organi­
zation to notify the data subject every time his or 
her record was accessed-remembering that the 
idea of exemptions for routine accesses may be a 
mirage. 

As we will discuss later in this report, this con­
cept of "report of access" may be one of the most 
expensive aspects of privacy legislation. 

Disclosure rules 

And then there are disclosure rules. If one reads 
the definitions of disclosure in the legislation, one 
concludes that disclosure is equivalent to access; 
every access results in a "disclosure." 

Goldstein (Reference 6) notes that before dis­
closure can be made, the organization must check 
whether the inquirer is authorized to access the 
file as well as to access the individual record. The 
concepts here include both need to know and au­
thority to know. 
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Again, there is no clear definition of these con­
cepts given in the legislation. In Reference 7, it is 
reported that under the Privacy Act of 197 4, the 
disclosure rules be left to the individual federal 
agencies. The agencies' decisions can be chal­
lenged in the courts, but there is no federal review 
agency that reviews the rules used. 

In Reference 8a, quite a bit of discussion cen­
tered on the problem of authenticating the iden­
tity of a inquirer. How should an organization 
authenticate the identity for inquiries received 
through the mails? Will all inquiries have to be 
notarized? What other personal identification in­
formation will have to be supplied, in order to 
make the identification precise? In very large 
files, such as those of Social Security, or the IRS, 
or the Civil Service Commission, there are many 
duplicate names, so precise identification is man­
datory. Moreover, this identification informa­
tion itself will probably fall under the privacy 
regulations. 

Organizations will have to be careful to au­
thenticate the inquirers for at least two reasons. 
One reason is the possibility of civil and criminal 
penalties for improper disclosure. Another reason 
is that a person may submit derogatory informa­
tion on a second person by pretending to be that 
second person. So care is needed. 

Not only is the who of disclosure important, so 
is the what. Again in Reference 8a, the case of an 
insurance company was brought up. If the legisla­
tion says that only a policyholder himself (or her­
self) can see the information about the policy, 
what policy information (if any) can the company 
send through the mail to the person's home? Does 
it also mean that the company cannot disclose any 
personal information to its agent who is dealing 
with the customer, for a review of coverage and 
for normal business promotion efforts? 

Privacy legislation says that when a data sub­
ject asks to see his or her records, that the records 
be presented in a form comprehensible to the 
data subject. At the very least, any coding used in 
the computer version of the record must be trans­
lated. But, asks Fenwick, will there be a need 
to explain the meaning of the terms, as used by 
the organization? If so, this can mean a sub­
stantial staff training burden imposed on the 
organization. 

The Privacy Act of 197 4 specifies that a data 
subject who wants to see his own record may be 
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accompanied by a third party of his choice. In 
Reference 8a, it was pointed out that the data sub­
ject may be pressured by an organization (say, his 
union) to have someone from the organization be 
that third party. In such a case, a privacy I.ass may 
well result. 

Dr. Dorothy Denning, on a project conducted 
at Purdue University, has developed a mecha­
nized method for certifying computer programs, 
as far as the access to and the dissemination of 
personal data are concerned. Classes of access and 
dissemination rights are defined at the file level, 
record level, or if desired, at the data field level. 
The certification program analyzes the program 
being certified, for both explicit and implicit data 
transfers between input and output, and checks 
the legitimacy of these transfers. Concerning im­
plicit transfers, one or more tests of the value of a 
field in record X can be used to implicitly transfer 
information about that value to record Y; the cer­
tification programs checks for such implicit trans­
fers. There are other types of implicit transfers 
that cannot yet be detected. For more informa­
tion about this project, see Reference 11. 

As we say, the whole idea of rights of access­
while it sounds simple at first-has a wealth of 
complexities. We would hope that the debate on 
information privacy will sharpen and refine the 
concepts so that they will protect privacy with­
out being unduly oppressive to legitimate infor­
mation handling practices. 

Constraints on the transfer of data 

The concept here is to limit the merging/ 
matching of personal data records from two or 
more files, as well as to prevent new, unauthor­
ized uses of the data. Control is exercised by re­
stricting the right to "transfer" data between sys­
tems, as a substitute for the linking of the files. 

An example of the transfer of data would be the 
exchange of data among federal agencies, such as 
the FBI telling the IRS who to examine for paten- . 
tial income tax evasion. This would be a new use 
of data originally collected for another use. 

The way that the provision seems to be emerg­
ing, the constraints will apply to the transfer be­
tween systems of records. As mentioned last 
month, it is not yet clear just what is meant by 
"system." Does one organization at one geo­
graphic location have just one system? If it has a 
data base serving all applications, is it one system? 
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Or will the regulation be interpreted to mean that 
you will be constrained from transferring data be­
tween your payroll system and your personnel 
system? 

Once again, here is an area of ambiguity that 
probably will cause trouble. There may be a num­
ber of lawsuits to determine just what is meant by 
the term "system" unless the legislation clearly 
defines it. 

Consider another legitimate business use of 
personal data-doing operational planning, per­
haps using a simulation model. For instance, if the 
function were job shop scheduling, records repre­
senting specific machine operators and their skills 
would be needed. The logical place to get this in­
formation would be the personnel file, perhaps 
leaving off the employee name. It is not yet clear 
whether this transfer of data could take place 
without the consent of the employees. 

Note that removing the name of the employees 
does not make the new file any less of a personal 
data file. If the records give any personal attri­
butes at all and can be accessed by any means of 
identification (employee number, name, voice 
print, finger print, or whatever), it is a personal 
data file and hence subject to the regulations. 

Researchers very much want to retain "statis­
tical" files on human subjects, over a period of 
years. In order to update the information, records 
must be set up on individuals and accessed by 
means of personal identifiers. As such, a file of this 
type would probably qualify as a personal infor­
mation file. Privacy legislation, such as the Pri­
vacy Act of 197 4, allows the use of statistical 
records as long as the records are "in a system of 
records maintained for statistical research or re­
porting purposes only and not used in whole or in 
part in making any determination about an iden­
tifiable individual ... " 

At the NBS/Mitre Conference (References 4 
and 5), Ms. Naomi Seligman made an interesting 
point in connection with the restrictions on the 
transfer of data. As some of the proposed legisla­
tion is currently written, it would seriously ham­
per the use of third party service bureaus. It is not 
always feasible to get authorization from all data 
subjects that would cover the use of service bu­
reaus. The legislation should specifically recog­
nize this legitimate type of activity. 

Gerberick stressed to us that the intent of the 
constraint on the transfer of data is to avoid new 
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uses of data, not to restrict legitimate business op­
erations. We believe that the wording of the legis­
lation must be carefully refined in order to 
achieve this end. 

A subject related to the transfer of data is that 
of universal identification numbers. (We have 
seen these referred to as urns, UINS, and suis; we'll 
refer to them as urns.) Many privacy advocates 
have deplored the existence of a um since it 
would make the merging/matching of records 
easier and thus facilitate building dossiers. They 
argue that people should resist giving their social 
security numbers for other than social security 
purposes, so as to prevent the social security num­
ber from becoming a um. 

The main thrust of the "social security num­
ber" argument sometimes is lost sight of. The 
Council of the Association for Computing Ma­
chinery recently adopted a resolution expressing 
its concern that the social security number might 
become a um. But Dr. Peter Denning (Reference 
10, Letters to the Editor), as a member of the 
Council, feels that the Council acted too hastily. 
It is not the matter of a um that is of concern, he 
says, but rather it is the merging/matching of 
data via a um that should be controlled. In fact, if 
merging/matching were allowed to continue in 
the absence of a urn, the chances of erroneous 
matching are greater than if a good um were in 
use. This, in turn, would lead to incorrect data in 
some records, which is one of the trouble spots 
that privacy advocates are trying to rectify. 

As a matter of fact, the social security number 
should not be used as a urn, we understand-not 
for any ideological reasons but because it is a very 
poor um. Literally millions of people have mul­
tiple or duplicate numbers or erroneous numbers 
or such. The social security number does not have 
a self-check digit attached, to help guard against 
transpositions, etc. When people are eligible to 
receive social security benefits, the Social Secu­
rity Administration people work out such prob­
lems as best they can. But for everyday use as a 
um, the social security number is inappropriate. 

Fenwick, in a comment to us, pointed out that 
there are regulations already in force on some 
types of data transfers. Unless abuses or potential 
abuses can be identified, he says, regulating the 
transfer of data generally is not a good idea, since 
the transfer of information is one of the most im­
portant aspects of freedom of speech. 
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Constraints on new uses of data 

One of the main concerns of advocates for pri­
vacy legislation is that an individual be made 
aware of, and consent to, the uses to which his 
personal data will be put at the time he first pro­
vides that data. Further, they say there should be 
no new uses made of that data without the data 
subject's explicit consent. 

We pointed out above that the intent of the 
constraints on the transfer of data is to inhibit new 
uses of data without the consent of the individuals 
involved. 

We suspect that few people would argue 
against this principle. Trying to implement 
it, however, raises a number of challenging 
problems. 

In general, the proposed legislation requires ex­
plicit actions on the part of a file owner if per­
sonal data within that file is to be used for a new 
purpose. The file owner must get the (written) au­
thorization of the data subjects involved. 

Unless carefully worded in the legislation, this 
constraint can impose serious problems on legiti­
mate business operations-and, in fact, may some­
times act to the detriment of the data subjects it is 
trying to protect. It will be very difficult to define 
at any one point in time all of the truly legitimate 
uses for personal data. Some of these uses will be 
of a planning nature, such as how some con­
templated future activities will be staffed. Some 
will be of a statistical nature, such as how many 
employees of the company fit a given set of cri­
teria. Some will be ad hoc queries, such as who in 
the engineering department is qualified to be sent 
on a new assignment. What we are saying is that 
legitimate "new" uses, of which these might be 
examples, are almost sure to arise. 

What is the problem, you might ask? Why not 
get an employee's authorization to use personal 
data for "planning, statistical, and normal busi­
ness query purposes?" The trouble is, it is not yet 
clear just how precisely the uses will have to be 
defined-planning for what, statistics for what, 
queries for what reasons? The less precise the def­
initions, the less understanding the data subject 
has of how his data will be used. The more precise 
the definitions, the more likely it is that the file 
owner will continue to find legitimate needs not 
covered by the authorizations. If the file owner 
continues to seek new authorizations, it is easy to 
visualize a number of data subjects refusing to 
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give the desired authorizations. In the extreme 
case, each record might end up with a table show­
ing which uses it is authorized for and which ones 
not. 

What about a blanket permission covering all 
"routine, normal business" uses of personal data? 
Fenwick, in a comment to us, says that this prob­
ably will not suffice. Most courts will require that 
the consent be an informed consent, he says. The 
solution may well be to draft a general consent, 
then specify all of the known uses, and finishing 
with a provision that a listing of the specific is not 
intended to limit the general. And in Reference 
8a, it was noted that the definition of routine uses 
(in a given organization) might be written in a suf­
ficiently broad manner to cover a large number of 
possible uses. The definitions may even be rewrit­
ten and republished, if the need should occur. 

Goldstein (Reference 6) mentions several pos­
sible problems in connection with this constraint. 
It may be necessary to get permission to use per­
sonal data from the data subject, even if the data 
was not collected from the data subject originally. 
(For instance, the data may have come from in­
vestigative agencies, schools, etc.) Further, he 
says, it may be difficult to obtain permission from 
the data subject (1) to use data obtained from 
third parties, or (2) to make new uses of data col­
lected from the data subject himself, unless such 
uses are clearly beneficial to the data subject. 
Goldstein mentions two possible solutions to the 
problem (and recognizes the shortcomings of 
both): assume that consent is given if the data sub­
ject does not reply to a request for permission, or 
publish a public notice of the intended uses and 
assume that consent is given if no communication 
is received from the data subjects. (Elsewhere in 
the book, Goldstein points out that the safe ap­
proach probably will be to treat "no reply" as "no 
permission.") Still another problem area that he 
mentions is the mailing expense associated with 
mailing out requests for permission for very large 
files. Two-way postage costs, clerical and han­
dling costs, follow-up costs when no replies are 
received-all of these may make new uses of per­
sonal information very expensive. 

Gerberick, in a comment on the draft of this re­
port, takes us to task for being too concerned 
about the rights of the organization in this regard, 
as opposed to the rights of the individuals in con­
trolling the uses of their personal information. 
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This issue lies at the heart of the debate on infor­
mation privacy. 

Most of what we have discussed has been in 
terms of employee personal data. But it should be 
evident that similar questions arise for personal 
data on customers, suppliers, advisors, com­
petitors, and so on. Getting permission to use such 
personal data from people outside of the organi­
zation will be even more difficult than for 
employees. 

The Privacy Act of 197 4 says that agencies of 
the federal government may not sell or rent lists 
of names and addresses of individuals, for direct 
mail or other purposes, unless specifically author­
ized by law. 

As we said earlier, few people would argue 
with the principle behind the constraints on new 
uses of data. But the legislation must be carefully 
drafted so that this principle can be implemented 
without severe disruptions in our business life and 
with due concern for the individual. As Dr. Willis 
Ware says, it is balance that the privacy advocates 
are struggling to attain. 

Procedures for handling disputes about data 

Most proposed privacy legislation for the pri­
vate sector, as well as the Privacy Act of 1974, al­
low a data subject to correct or amend his 
personal data record. In many instances, the 
needed changes will be due to errors of input and 
the file owner will be willing to make the changes. 

Fenwick, in a comment, points out that the re­
quirements for "complete, relevant, and timely" 
data may cause most of the disputes. These terms 
are meaningless except in context, he says, and he 
feels they have caused the most problems with 
credit bureaus in complying with the Fair Credit 
Reporting Act. 

Whatever the cause, there are, and will con­
tinue to be, cases where a data subject is deprived 
of some right or benefit due to information in a 
record about him or her. Further, the data subject 
may feel that the data is incorrect or a half-truth 
or misleading, and will want to either correct it or 
amplify it. The file owner may or may not agree 
with the data subject's position. If the file owner 
does not agree, then a dispute arises. 

The types of files where such disputes are most 
likely to arise are those involved in the control of 
rights and benefits. These rights and benefits per-
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tain to applications for credit, insurance, licenses, 
security clearances, disability benefits, and such. 

The existing and proposed legislation calls for 
the right of the data subject to require the file 
owner to indicate that the data is in dispute. Fur­
ther, the data subject has the right to append a 
statement (generally of not over 100 words) to the 
record, stating his or her position on the disputed 
data. The file owner, in tum, may append a con­
cise statement of the reasons for not making the 
requested amendments. The Cullen Bill, in Cali­
fornia, proposes another solution in the case of a 
dispute. Within a reasonable period after the 
receipt of a written statement of disagreement 
from the data subject, the business entity may 
bring an action for declaratory judgment as to the 
dispute, in a court. Or the business entity may use 
the statements, just mentioned. 

A number of points should be considered. For 
one thing, should disputed data be released at all? 
Some proposed legislation says that it should be 
released only in cases of demonstrated necessity, 
and then only with the data subject's statement 
attached. Other proposed legislation would allow 
the release of the data for any legitimate requests, 
but with the appended statement included. Still 
other proposed legislation, we understand, would 
allow the release of the disputed data if properly 
marked as the subject of a dispute-but would re­
quire the release of the statements only upon 
request of the data subject or the recipient of the 
data. 

Some legislation also requires that such notices 
of dispute and the dispute statements be sent to 
anyone who has received the personal informa­
tion for some period in the past. 

If a substantial portion of the records in a file 
required dispute statements, the additional costs 
could be significant. Experience to date, however, 
indicates that the percentage of such records in a 
file is low, less than 1%. Of course, harassment by 
data subjects could occur, and possibly some pro­
tection against this eventuality is needed. 

One proposal in some privacy legislation is that 
the sources of personal information be shown in 
the records. In Reference 8a, it is mentioned that 
the U.S. Civil Service Commission plans to pro­
tect the sources of confidential information, but 
individuals may see all of the data in their files. 
The privacy point under debate here is whether 
the individual has the right to know who supplied 
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(possibly derogatory) information. Some people 
feel that evaluators may be less candid in their 
evaluations-but others feel that this provi­
sion will make evaluators more careful in their 
statements. 

Improvements in data validation, security, 
and audit 

As we discussed last month, organizations may 
have to take even more steps to assure the accu­
racy of personal information in their record keep­
ing systems than they now take, when privacy 
legislation is in force. We see several types of 
steps that may be taken. 

One is to define the accuracy requirements for 
each data field, as part of the overall privacy data 
definitions, and then design the data collection 
procedures so as to meet those requirements. For 
instance, one possible procedure is to have some­
one verbally verify with the data subject the en­
tries that the data subject has made on a form, 
whenever personal information is collected. This 
may be time-consuming and annoying in some in­
stances, but it may prove to be necessary to safe­
guard against law suits. 

Another step is to use more extensive logic in 
data validation programs, in an attempt to detect 
errors at the input stage. 

Still another step would be to verify personal 
data annually. For information in direct ftles, out­
puts of which go to the data subjects, the organi­
zation might ask for verification as a part of 
normal contacts. For information in secondary 
files, outputs of which normally do not go to the 
data subjects, the organization would probably 
just pass the responsibility along to the owners of 
the direct files dealing with those data subjects. 
This procedure might operate on a negative basis, 
such as "Here is the information we have on you; 
let us know if there is anything that is not cor­
rect," but at some risk of inaccuracy. 

Security requirements 

The security requirements imposed by privacy 
legislation, such as the Privacy Act of 1974, are 
discussed in References 6, 7, and 8. The Act says 
that "the organization shall establish appropriate 
administrative, technical, and physical safeguards 
to insure the security and confidentiality of 
records." What does this mean? Must the oper-
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ating systems be certified? Must the data commu­
nications network be secure? If so, who can 
perform such certifications? Can sensitive and 
non-sensitive data be mixed in data transmissions? 
Must _encryption be used? If so, how can the secu­
rity of the encryption procedure be assured? Must 
the identity of terminal users be authenticated? 
Must access controls be at the record level, or 
even at the data field level? What are the "reason­
able precautions" that an organization must take 
for physical security? 

Parsons, in Reference 7, gives her inter­
pretation of security requirements. By and large, 
she says, the conditfons of the disclosure section of 
the Act ratify existing practice. It is not necessary 
to certify operating systems under the Act, she 
says; no one is stealing data now, so deliberate 
penetrations are not a worry. The things to worry 
about are accidental and inadvertent disclosures. 
Our reaction is that what she says may well be the 
intent of the legislation-but it is not what the leg­
islation says. Today's on-line files can be pene­
trated, as we have mentioned many times in the 
past. If someone's personal data is stolen and some 
sort of harm comes from that disclosure, it might 
very well end up in a law suit. That is when the 
interpretation of the security provisions would 
really start to occur. 

Audit considerations 

Some privacy -legislation specifies that transfers 
of personal information may not take place from 
an organization that meets the privacy require­
ments to one that does not. 

The question is: how does one organization 
know whether the other organization is meeting 
the privacy requirements? One way is for the first 
organization to perform an inspection of the 
other. Another approach is to use independent 
third party auditors who will inspect and certify 
that organizations are meeting privacy require­
ments. Since both civil and criminal penalties can 
be involved, for the managers who make the deci­
sions to transfer data, it is likely that they will not 
just accept someone's word that another organi­
zation meets the privacy requirements. 

So this area, too, needs debate and refinement 
so that the mechanisms will safeguard the rights 
of the individuals and at the same time not be op­
pressive to legitimate organization activities. 

10 



The costs of implementing 
privacy legislation 

When considering the existing and proposed 
privacy legislation, a question that immediately 
comes to mind is: what will be the cost of imple­
menting the provisions? The only answer that we 
know of at this time is: it is too early to tell. There 
has been experience in implementing the Fair 
Credit Reporting Act, but that Act is much more 
limited in the regulations it imposes than is most 
of the privacy legislation. 

Within the next year, the costs of implement­
ing the Privacy Act of 1974 will become clearer. 
Federal agencies are required to report their an­
nual costs of privacy, for instance. 

But there have been some studies of possible 
costs of privacy. The conference reported in Ref­
erence 8a concerned itself largely with expected 
costs and expected benefits of privacy regulations. 
The study reported in Reference 5 gave consid­
eration to the costs of the several privacy mecha­
nisms. The most thorough analysis of possible 
costs, though, is the one performed by Goldstein 
(Reference 6). The subject is a large one and we 
can give only a brief summary here. 

First, it should be recognized that there are 
three aspects of costs to be considered. There are 
"legitimate" costs of privacy and there are costs 
that will probably be improperly charged to pri­
vacy. Within the legitimate costs, there are con­
version costs and operating costs. 

What about those "improper" costs? When­
ever mandatory change is imposed, some people 
use the occasion to do things that they have been 
wanting to do anyway and charge them up to the 
mandatory change. As far as privacy regulations 
are concerned, these things might include in­
stalling a satisfactory physical security system, or 
ceasing to collect and maintain more personal in­
formation than is really required, or installing a 
data management system (to aid in answering pri­
vacy inquiries), or purging and destroying obso­
lete data. Some organizations may use ·privacy as 
a catch-all for costs of changing application sys­
tems, or changing programs, or bringing in new 
equipment. The General Accounting Office, for 
instance, will be checking to see that federal 
agencies do not improperly charge costs to 
privacy. 

As far as the legitimate costs of privacy are con­
cerned, Goldstein's analysis goes the furthest in 
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showing what those costs might be like. (Note 
that a perhaps oversimplified summary of Gold­
stein's work appeared in the March-April 1975 is­
sue of the Harvard Business Review. We 
recommend that interested persons read Refer­
ence 6 instead.) 

Goldstein's analysis of costs 

Goldstein developed a cost model of privacy 
regulations based upon the HEW report (Refer­
ence 1). The model was completed and run in 
mid-1974, prior to the passage of the Privacy Act 
of 197 4. So Goldstein had to assume what the 
eventual privacy legislation might contain, as ap­
plied to both the public and the private sectors. 
(More recently, Goldstein has been a consultant 
to the federal government for the development of 
a cost model based on the Privacy Act of 1974; it 
has been completed and has been offered for use 
to agencies of the government.) 

Goldstein obtained operating figures from six 
organizations, for the purpose of estimating the 
costs of the assumed privacy regulations for those 
organizations. One was a large network of hospi­
tals, another was a large on-line law enforcement 
system containing information on people who 
had been arrested, another was a smaller on-line 
law enforcement system of outstanding warrants 
on people and vehicles, another was a large con­
sumer credit system, a fifth was a personnel sys­
tem in an organization with 10,000 employees, 
and the sixth was a large casualty insurance 
system. 

Goldstein issued some warnings about the cost 
figures developed by his model for these six organ­
izations. One warning, of course, was that the 
model was based on the HEW report, not on ac­
tual legislation. But he also pointed out that the 
study showed costs to be very system-dependent. 
Some costs were relatively fixed for all systems, 
such as physical security. Some varied with trans­
action volume, such as searching the records-of­
access files. Some varied with the number of 
records in the files, such as getting permission for 
new uses of data. Some varied by the number of 
inquiries received, such as data subjects wanting 
to see their records. And some varied with the 
number of users, such as training costs. 

So, said Goldstein, be careful in generalizing 
from the cost figures presented. For this reason, 
we will not mention the actual cost figures that he 
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developed but instead will concentrate on his 
conclusions about relative costs. 

High conversion costs. Goldstein considered 
costs related to 17 privacy mechanisms. If costs 
spread evenly, each would have 1117 of "total" 
costs, or about 6%. He segregated out those which 
had at least twice this amount. He identified three 
high conversion costs. 

One of these was the cost of new forms which 
should include the notification of "rights" that a 
data subject has when providing information for 
the forms. Note that the Privacy Act of 197 4 was 
imposed nine months after signing, with not much 
of a grace period for using up old forms. 

Another high conversion cost was installing a 
physical security system, for those organizations 
that did not already have a satisfactory system. 

The third high cost item was employee train­
ing. It will not be sufficient, said Goldstein, just to 
devise and publish a set of rules. Employees must 
be trained in the use of the new procedures-and 
the training must be repeated as new employees 
are hired. 

One conversion cost that we did not see ana­
lyzed was that of getting permission from the data 
subjects to use the personal information already 
in the files, at the time the legislation takes effect. 
It is one thing to get personal information when a 
person is being employed; if he does not provide 
it, he might not get the job. It is another thing al­
together to ask him years later for permission to 
continue to use the data for a set of specified uses. 

High operating costs. The only large computer 
operating cost that Goldstein uncovered was that 
related to searching the files of "records of ac­
cess." He assumed that about 1 % of the data sub­
jects would want to see their records, and about 
one-half of those would want to see a list of 
people or organizations to whom the records had 
been disclosed. The searching of the disclosure ac­
tivity files might cost tens of dollars per inquiry, 
he found. (In Reference 8a, it was mentioned that 
making one search in a huge sequential file might 
cost $1,000; we must wait for experience to de­
velop, to see what actual costs are.) 

Another high operating cost was concerned 
with the executive time needed for handling data 
subjects' complaints about the accuracy of the 
data in their records. He pointed out that it would 
probably require executives, not clerical people, 
to handle these complaints. 
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Finally, operating the physical security system 
and the monitoring of privacy safeguards can be 
high extra cost items in organizations not already 
performing them. 

Other cost aspects. Goldstein found (under the 
assumptions he used) that for systems with over 
one million records, privacy costs were relatively 
constant and relatively low on a per-record basis. 
Below one million records, costs were more vari­
able and higher on a per-record basis. If this find­
ing turns out to be true in practice, it may 
encourage more centralization of personal data 
records. 

In general computer costs associated with pri­
vacy were not large, except for searching records­
of-access files. Showing data subjects their records 
was not a large cost. Each data subject might be 
charged a nominal charge, which probably would 
cover the cost of copying the records but not the 
cost of searching for the records. Even carrying 
100-word dispute statements was not costly, since 
less than 1 % of the records were assumed to have 
such statements (based on experience in the credit 
bureau field). However, sending copies of dispute 
statements retroactively-to people who received 
a copy of a disputed record before the dispute 
statement was entered-could be costly. 

He felt that the annual notices of file existence 
would not be costly. If the file owner need only 
submit an annual notice to a government agency, 
his conclusion certainly should be true. Even if 
the file owner had to publish a notice in one pub­
lication, the result still holds. But if the require­
ments of H.R. 1984 apply, the file owner may 
have to publish notices in many publications and 
in multiple countries-and this could be costly. 

Then there are legal costs to be considered, for 
defending against lawsuits related to the privacy 
regulations. 

And finally, there are "shadow costs" -costs of 
not doing something that was feasible before the 
privacy legislation. 

Can it be assumed that the costs of privacy 
regulations for the private sector will be reason­
able? At this point, we would have to say No, it 
cannot be so assumed. It is quite possible that the 
costs can and will be reasonable-but it depends 
upon the wording of the legislation. In these two 
reports, we have tried to point out some of the 
areas where the concepts and the wording of the 
proposed legislation is ambiguous and where the 
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potential for trouble exists. 
The way to avoid unreasonable costs, of course, 

is to refine the legislation, by debate and by input 
from the public and private sectors, before the 
legislation is enacted. 

There are a number of other aspects of privacy 
legislation that we could discuss. But we have 
covered what seem to us to be the high points. So 
we will conclude with a brief summary of the ex­
perience of the State of Minnesota. 

The Minnesota experience 

The State of Minnesota's experience with pri­
vacy legislation was presented at the NBS/Mitre 
Conference which is reported very briefly in Ref­
erence 4. Minnesota's privacy law, passed in 
197 4, was the first omnibus bill aimed at state and 
local government agencies. It was based largely 
on the HEW report and on Sweden's privacy law. 
It covered all personal data collected, stored, and 
disseminated by state and local government 
agencies, not just computer-based data. 

Minnesota has some 3600 governmental juris­
dictions. Notices were sent out to them, asking 
who the contact person would be. The better part 
of a year later, only 60% of the jurisdictions had 
replied to this simple request. Only two of the 
3600 units had reported what files they had. 

To get a better idea of the problems involved, a 
detailed study was made of the types of personal 
data handled by four county governments and 
seven city governments. The study found large 
differences of opinion in the handling of personal 
data. For instance, government employee salary 
data was considered private by one of the jurisdic­
tions-and was published annually in newspapers 
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in another jurisdiction. The study found a major 
need for standardized definitions of public, pri­
vate, and confidential information. 

This past July, the Minnesota legislature passed 
several amendments to their privacy law, for 
making the law more workable. A privacy study 
commission was created, to study the workings of 
the law and to recommend courses of action. 
Standard definitions of public, private, and con­
fidential information were established. Public in­
formation is open to the public at large. Private 
information is available to the data subject to 
whom it pertains and to authorized users but not 
to the public at large. Confidential information is 
available only to authorized users, not to the data 
subjects nor to the general public. Another 
amendment eliminated the need for state and lo­
cal governmental units to report the existence of 
personal information records classified as public 
information. 

Note that Minnesota has not yet really reached 
the point where the new law has had a major im­
pact. Most of the questionable points discussed in 
these two reports have not been confronted by 
the governmental jurisdictions involved. Min­
nesota is in the process of getting started, and is 
finding that it must still debate and refine its pri­
vacy legislation. 

This debating and refining is what we hope 
happens with all privacy legislation. The more it 
is debated and refined prior to enactment, the 
more likely it is to be effective, workable, and not 
oppressive. 

Your legislators would like input from you that 
is pertinent to the debate on information privacy. 

13 



REFERENCES 
(Note: References 1to8 are the same as given last month. We 
will give only abbreviated citations here. For more detail, see 
last month's report or the free bibliography, Reference 12.) 

1. "Records, Computers, and the Rights of Citizens," the 
well-known HEW report. 

2. Fenwick, W. A.: 
a) "Privacy," Data Management, May 1975. 
b) "Privacy Legislation," American Library Association 

3. Report of the Ombudsman Committee on Privacy and 
Security, Dahl Gerberick, Chairman, Los Angeles Chap­
ter of ACM, 1975. 

4. "The Privacy Mandate," summary report of NBS/Mitre 
conference held in April 1975. 

5. "Analysis of Alternatives," report prepared by 
McCaffery, Seligman & von Simson, Inc., 1975. 

6. Goldstein, R. C., The Cost of Privacy, published by Hon­
eywell Information Systems, Inc., 1975. 

7. "A Briefing on the Impact of Privacy Legislation," pub­
lished by DPMA, 1975. 

8. Publications on privacy by U. S. National Bureau of 
Standards: 
a) Berg, J. L. (Ed), "Exploring Privacy and Security 

Costs-A Summary of a Workshop" 
9. Bigelow, R. P., "The rights of individuals to inspect and 

correct their files," Computer Law and Tax Report (210 
South Street, Boston, Massachusetts 02111), August 1975, 
p. 4-7; price $36 per year. 

10. Denning, Peter, "Objections to ACM's Resolution on 
UIDs," Communications of the ACM (1133 Avenue of the 
Americas, New York, New York 10036), May 1975, 
p. 303-4; price $5. 

11. For more information on the certification of programs for 
access and dissemination of personal data, write: Dr. Dor­
othy Denning, Computer Science Department, Purdue 
University, Lafayette, Indiana 47907. 

12. For a free copy of a selective bibliography on the subject 
of privacy legislation, including methods for obtaining 
copies of federal and state bills, write EDP ANALYZER. 

Next rrwnth we begin a discussion of some of the problems associated 
with the data processingfunction in multi-national organizations, and so­
lutions that are evolving for those problems. It might seem that managing 
multi-national data centers is not much different from managing multiple 
centers within one country. But the situation is different. Next month, we 
will concentrate on what the main problems seem to be, based on our dis­
cussions with a number of data processing executives in multi-national 
organizations. And in February, we will concentrate O!! solutions for one 
key problem area-staff training in a multi-national environment. 

EDP ANALYZER published monthly and Copyright® 1975 
by Canning Publications, Inc., 925 Anza Avenue, Vista, Calif. 
92083. All rights reserved. While the contents of each report 
are based on the best information available to us, we cannot 
guarantee them. This report may not be reproduced in whole 
or in part, including photocopy reproduction, without the 

EDP ANALYZER, DECEMBER 1975 

written permission of the publisher. Richard G. Canning, Edi­
tor and Publisher. Subscription rates and back issue prices on 
last page. Please report non-receipt of an issue within one 
month of normal receiving date. Missing issues requested after 
this time will be supplied at regular rate. 

14 



SUBJECTS COVERED BY EDP ANALYZER IN PRIOR YEARS 

1972 (Volume 10) 
Number 

1. Computer Security: Backup and Recovery 
Methods 

2. Here Comes Remote Batch 
3. The Debate on Data Base Management 
4. Intelligent Terminals 
5. COBOL Aid Packages 
6. On-Line Development of COBOL Programs 
7. Modular COBOL Programming 
8. New Training in System Analysis/Design 
9. Savings from Performance Monitoring 

10. That Maintenance "Iceberg" 
11. The "Data Administrator" Function 
12. The Mini-Computer's Quiet Revolution 

1974 (Volume 12) 
Number 

1. Protecting Valuable Data-Part 2 
2. The Current Status of Data Management 
3. Problem Areas in Data Management 
4. Issues in Programming Management 
5. The Search for Software Reliability 
6. The Advent of Structured Programming 
7. Charging for Computer Services 
8. Structures for Future Systems 
9. The Upgrading of Computer Operators 

10. What's Happening with CoDASYL-type DBMS? 
11. The Data Dictionary/Directory Function 
12. Improve the System Building Process 

1973 (Volume 11) 1975 (Volume 13) 
Number Number 

1. The Emerging Computer Networks 1. Progress Toward International Data Networks 
2. Distributed Intelligence in Data Communications 2. Soon: Public Packet Switched Networks 
3. Developments in Data Transmission 3. The Internal Auditor and the Computer 
4. Computer Progress in Japan 4. Improvements in Man/Machine Interfacing 
5. A Structure for EDP Projects 5. "Are We Doing the Right Things?" 
6. The Cautious Path to a Data Base 6. "Are We Doing Things Right?" 
7. Long Term Data Retention 7. "Do We Have the Right Resources?" 
8. In Your Future: Distributed Systems? 8. The Benefits of Standard Practices 
9. Computer Fraud and Embezzlement 9. Progress Toward Easier Programming 

10. The Psychology of Mixed Installations 10. The New Interactive Search Systems 
11. The Effects of Charge-Back Policies 11. The Debate on Information Privacy: Part 1 
12. Protecting Valuable Data-Part 1 12. The Debate on Information Privacy: Part 2 

(List of subjects prior to 1972 sent upon request) 

PRICE SCHEDULE 

The annual subscription price for EDP ANALYZER is $48. The two year price is $88 and the three 
year price is $120; postpaid surface delivery to the U.S., Canada, and Mexico. (Optional air mail delivery 
to Canada and Mexico available at extra cost.) 

Subscriptions to other countries are: One year $60, two years, $112, and three years $156. These 
prices include AIR MAIL postage. All prices in U.S. dollars. 

Attractive binders for holding 12 issues of EDP ANALYZER are available at $4.75. Californians 
please add 29¢ sales tax. 

Because of the continuing demand for back issues, all previous reports are available. Price: $6 each 
(for U.S., Canada, and Mexico), and $7 elsewhere; includes air mail postage. 

Reduced rates are in effect for multiple subscriptions and for multiple copies of back issues. Please 
write for rates. 

Subscription agency orders limited to single copy, one-, two-, and three-year subscriptions only. 

Send your order and check to: Send editorial correspondence to: 
EDP ANALYZER EDP ANALYZER 
Subscription Office E.ditorial Office 
925 Anza Avenue 925 Anza Avenue 
Vista, California 92083 Vista, California 92083 
Phone: (714) 724-3233 Phone: (714) 724-5900 

Company~------------------------------------~ 

Address~---------------------------------------
City, State, ZIP Code _________________________________ _ 


